
GENERAL INFORMATION

Purchase Card Training Class 

February 18, 2004 
Cardholder’s 0900 – 1200 

Approving Officials 1300 - 1600 

Stone Education Center Room 203

Please sign in 15 minutes prior to training. 

ATTENTION: 

We NO longer provide hard copies of the SOP and Training slides. We recommended that you download them from our web site prior to attending the class: www.lewis.army.mil/doc
Credit Card Application: 

The revised purchase card application is available from our web site. Submit the application through your Approving Official's, Commander/Director, Resource Manager to the Directorate of Contracting, ATTN: Credit Card Section.  The Resource Manager Office is responsible for including the fund cite to the application.  Prior to submitting the application, please contact your mailroom personnel to obtain your correct business mailing address.  Credit card will not be sent to personal addresses.  

CARD HOLDER APPLICATION PROCEDURES

Complete the on-line DAU Government Purchase Card Tutorial at http://clc.dau.mil/kc/no_login/portal.asp  (mandatory for all cardholders and approving officials) Click on “Register” on left-hand side of the screen (if you do not already have a login with DAU), if you do, then select Login.

After you login, click onto Learning Center, then onto Course Information and access (on computer screen).  On the lower middle left hand-side of the screen, there is a miniature monitor and a slide down arrow, scroll down until you see DOD Government Purchase Card Tutorial, click on that.  It will give the course description and at the bottom will say "Take Course" click on that.  Then you will be ready to start.  This is self-paced so you can take the course all in one day or over a period of time, it's up to you. This course takes about 4 hours to complete.

Make sure you are logged in, otherwise you will not receive credit for this course.  At the end, make sure to print out the Training Certificate.

Turn-in credit card application and DAU training certificate to our office. 

Approving Officials Application Procedures

Complete the on-line DAU Government Purchase Card Tutorial at http://clc.dau.mil/kc/no_login/portal.asp  (mandatory for all cardholders and approving officials).  Click on “Register” on left-hand side of the screen (if you do not already have a login with DAU), if you do, then select Login.

After you login, click onto Learning Center, then onto Course Information and access (on computer screen).  On the lower middle left hand-side of the screen, there is a miniature monitor and a slide down arrow, scroll down until you see DOD Government Purchase Card Tutorial, click on that.  It will give the course description and at the bottom will say "Take Course" click on that.  Then you will be ready to start.  This is self-paced so you can take the course all in one day or over a period of time; it's up to you.  When you complete the course, make sure you print out the certificate.  This course is supposed to take about 4 hours to complete.

Make sure you are logged in, otherwise you will not receive credit for this course.  At the end, make sure to print out the Training Certificate.

Fill out DD Form 577 (provided in class or you can download it from form flow), must be signed by Commander and your Resource Management Office.  We need two originals DD Form 577.

Turn-in DD Form 577 and DAU training certificate to our office. 

CREDIT CARD SCAM

During the past week, there have been several reports of external fraudulent activity targeted toward or affecting the government's charge card program.  Please notify all approving officials, cardholders, and other employees touching the card program of the following: 

1.  Do not give out account information in response to a fraudulent e-mail indicating it is from Visa officials, stating that cardholders have to "reactivate" their accounts due to a "technical security update."  The e-mail directs the user to click a link that appears to be the Visa Web site, but is actually a fake mirror image.  Entering personal information into that site could result in identity theft.  Note that no one from Visa banks will ever call or e-mail a cardholder and ask for an account number or other personal information.  Thus far, this action has been targeted at government travel cardholders.  Cardholders should report any attempts to the A/OPC and to the banks (800 number on the back of the credit card) as 
soon as they occur. 

2.  Information warns of a potential scam whereas unknown callers falsely identify themselves as bank employees working with the government charge card program.  The scam operators claim to be checking suspicious card activity and may ask for account numbers, social security numbers, and other personal information.  Be aware that bank employees would not take these actions.  The A/OPCs should be the only persons requesting this type of information. Cardholders should report any attempts to the A/OPC and to the banks (800 number on the back of the credit card) as soon as they occur.

POLICY ISSUES

**NEW DA POLICY** Effective 1 Oct 01, the use of the CARE Transaction Log Detail is mandatory if your account is EDI enabled.  EDI enabled means your account can be paid electronically.  The CARE electronic transaction log can be printed if you hit the “Control, Alt, Print screen buttons.  Then, you paste on the word document to print. The log is used to reconcile your statement and may be reviewed by the Approving Official, Resource Management, and Program Manager to determine outstanding commitments.  

The CARE Electronic Transaction log procedure is as follows:

1.  Cardholders immediately upon purchasing items will make entries into the CARE Electronic Transaction Log.

2.  After transaction posts into CARE, Cardholder must reconcile their transactions to the electronic log. The Electronic Transaction Log detail now becomes a part of the Card Transaction maintained by US Bank for 6 years and 3 months.

Purchase Card Online Training Course at Defense Acquisition University  
The Defense Acquisition University (DAU) and Continuous Learning Center’s Web tutorial provides Defense workers, managers and contractors with 10 lessons on the guidelines and requirements they must follow when using government purchase cards. 

The training, which takes an average of four hours to complete, is available for those authorized to use government purchase cards.  Online course will provide all Defense employees who use purchase cards with a common understanding of how to properly use them.  Approving Officials/Cardholders do not have to finish the program in one sitting, but can spread lessons out over days. Each lesson includes review questions to help them prepare for a final test that they must pass with a minimum score of 70 percent to earn a certificate verifying completion of the course. Those who fail the test on their first try can retake it as many times as necessary. 

I am requesting all approving officials to review their internal controls for purchase card expenditures and to use this on-line tutorial training as an action plan to reduce fraud and abuse.
I strongly recommend all approving officials and cardholders to take this on-line training.

For online course, click here: http://clc.dau.mil/kc/no_login/portal.asp
New Purchase Card Requirement for Office Products

Effective October 1, 2002 use of Department of the Army Blanket Purchase Agreements (BPAs) for the purchase of office products using the Government Purchase Card is mandatory.  The Army has purchase over $100 million office supplies annually at full retail price without consideration of General Service Administration and products from blind and severely disabled vendors under the Javis-Wagner-O’Day (JWOD) Program.  The use of Army BPAs will remedy these shortfalls and will ensure compliance with the JWOD program.  Cardholders will attempt to fulfill their needs for office supplies at the installation self service store operated by JWOD participating nonprofit agency.  Installation self-service store is Ft Lewis Express.  If the products are not available through your self-service store, BPAs shall be used.   These BPAs will be hosted on the Department of Defense (DOD) Electronic Mall (EMALL) and can be accessed at https://emall.prod.dodonline.net/scripts/EMStoresRelatedSites.asp 

The Department of Defense E-Mall provides a “one stop shopping” environment.  E-Mall makes an entire vendor catalog available on line at prices lower than could be obtained individually.  Credit card holders need to register, postal code and DoDDAC required for registration.  Army users make sure that you log on with your official organization DoDAAC that starts with “W”.  If you have any problems with finding, your DoDAAC please call the Help Desk at 1-888-352-9333, option 2 for DOD EMALL.  Twelve BPAs were carefully selected; 

Adams Marketing Associates, Inc.

George W. Allen Company, Inc.

BENTCO Office Solutions, INC.

Boise Cascade Office Products

CADDO Design and Office Products

Corporate Express

Office Depot

Miller’s Office Products

Staples National Advantage

Creative Sales Solutions, Inc.

Stephens Office Supply

Metro Office Products, Inc.

Visit the Contracting Office web page for more information or call 966-3485.  http://www.lewis.army.mil/doc 

The following provides answers to the most frequently asked questions about the usage and applicability of the Army’s mandatory Blanket Purchase Agreements for office supplies.  See Army Contracting Agency Memo dated 26 Sept 02, subject: Mandatory Use of Blanket Purchase Agreements (BPAs) for Office Products for the Army.  Additional information covering use and technical aspects of the Emall as well as points of contacts for vendors who wish to become participants in the program will be published soon.

1.  Why did the Army establish these BPAs?

The Army believes this innovative acquisition initiative will better ensure that its purchases comply with the Javits-Wagner-O’Day (JWOD) Act and enhance its support of small businesses.  Historically, the Army has purchased approximately $100 million in office supplies each year.  Many of these purchases are low-dollar transactions, less than $2,500.  Unfortunately, audits and reviews have shown that far too many of these same purchases were improperly made without consideration for the statutory mandate to obtain comparable products available from blind and severely disabled vendors under the JWOD Program, without preference given to small and disadvantaged businesses, and at full retail price.

2.  Is the local Self Service Supply Centers and local JWOD stores still to be used?

CONUS installations that have on-site Self Service Supply Centers or JWOD stores will first attempt to fulfill their purchase need there.  OCONUS locations are to use the BPA whenever the supplier can meet delivery requirements.

3.  If the Army BPAs are designed to support JWOD, why are large businesses listed as mandatory suppliers? 

The BPAs contain provisions that require the BPA vendors (all are Authorized Distributor of JWOD) to automatically substitute JWOD products for the items ordered when they are “like” or “essentially the same”.  These vendors are prohibited from offering competing non-JWOD products.

4.  What items are considered office supplies?  

 If a cardholder can find the required item on the mandatory BPAs, it shall be bought off of the BPAs.  To facilitate this, the Emall allows buyers to search all mandatory BPAs simultaneously.

5.  Can a buyer go directly to a local JWOD producer or a branch office or distributor of one of the BPA contractors? 

 Only if the requested item is not offered by any of the BPA contractors and is not a competitive product to those on the JWOD procurement list (Papermate vs. Skillcraft pens).  The guidance directing the mandatory use of the Army Office Supplies BPAs through the Emall supersedes local policy.

6.  How can a local vendor participate in this program?

Although the BPAs are already awarded, the Army will allow, on an annual basis, additional businesses to participate if they meet the following BPA requirements:
Have a General Services Administration (GSA) contract under Federal Supply Schedule 75IIA Office Products/ Supplies.

Be an authorized JWOD Distributor for office products.  (See http://www.jwod.gov/jwod/participate/distributors.html)

Accept the Government Purchase Card.  Possess a fully operational Internet ordering system.  Agree to place catalogs and/or product lists on the DOD EMALL (at no charge to the Army). 

Provide management information reports, electronically or in paper form, as required by the Army.

Make available catalog or product lists with pricing and/or discounts (via the Internet or hard copy).
7.  Does FAR/DFAR guidance still apply? 

FAR and DFAR guidance does apply.  Requirements should be rotated through the various BPA vendors.  Remember that using the mandatory Office Supplies BPAs does not relieve a cardholder from obtaining any waivers or approvals that are otherwise required to make the purchase.

8.  Can a buyer use other BPAs or FSSs with the same or other vendor to comply?  

Only if the requested item is not offered by any of the BPA contractors and is not a competitive product to those on the JWOD procurement list (Papermate vs. Skillcraft pens).  The guidance directing the mandatory use of the Army Office Supplies BPAs through the Emall supersedes local policy.

9.  How do I get into the Emall and do I have to process my purchase through the Emall?

The URL is www.Emall.dla.mil.  Each cardholder will need to register as a buyer on the Emall.  This is a very simple process and takes about three minutes to complete. All purchases shall be processed through the Emall.

10.  Who is responsible to insure cardholders are using the mandatory BPAs?

As in any purchase, the cardholder has the primary responsibility to comply with all regulations, policy, and directives applicable to that purchase.  The Billing Official must review and approve each transaction and the A/OPC shall make compliance with the mandatory BPAs part of the annual review.  The PC/PMO, on a regular basis, will request reports from the Bank to insure there be no wide spread abuses.

DOD EMALL: Quick Reference Guide

Address:  http://www.emall.dla.mil

Registration

Click Registration

Click Create New Account
Answer questions related to Service Affiliation – be sure to select a Major Command
Click Continue

Fill in all blanks with red asterisk

DoDAAC = UIC: If unknown, use W12345

MILSTRIP authorization requires Off line process

If you have questions call EMALL Support at 1-888-352-9333 EMALL Option
Login

Type Account Name, password, Zip code and DODAAC/UIC (optional)

Click

Search Screen (First screen after logon)

Keyword search across all catalogs

NSN Category searches (i.e. clothing) only searches DLA NSNs

Search by NSN/NIIN, Manufacturer Part Number, Manufacturer Name, Supplier Catalog Number, Universal Product Code (UPC)

Click Search within NSN box

Keyword Search

Type unique keyword.  Results can be limited by additional keywords: search within results is default. 

Warning: Keyword search is word specific: singular words will not show plural forms e.g. search on 'pen" will not show 'pens" and visa versa.

Query Results Screen

Click on description for more product information e.g. technical and pricing

Sort results by price, delivery (ARO) or other by clicking on the column heading.

Return results limited to the first 400 items returned - use additional keyword searching to limit items.

Change item quantity and add items to shopping cart

Supplier Search

To limit search to desired supplier, click supplier name

Menu Bar

All of  EMALL Search
Searches all catalogs

NSN Category Search

Searches only DLA NSNs

Commercial Catalog

Searches only commercial catalogs

IT Catalog Search

Searches only IT catalogs

Power Shopping 

Allows search a list of items up to 200 items all at once

Available under Search History
Shopping‑Cart

Click Update if quantity changed

in shopping cart to recalculate prices

Name and Save Cart for future use or delayed buying

Save Cart as a Quick List for future reorder use

Click Check Out if authorized
to use Purchase Card or MILSTRIP

US BANK CARE System 

Have you logged into CARE and receive the following error message?  

ERROR: The user status is considered inactive; please contact a USAAdmin to reactivate.

If you received this error message please telephone US Bank at 800-254-9885 the customer service 

representative will assist you. 

To learn more about Us Bank C.A.R.E. System, On-line CARE training is available at – https://wbt.care.usbank.com

User Name: usbank   Password:  (please call 966-3487 for password)

Cardholders select  "cardholders", Approving Officials select "Government Program Manager” then  “GPP”.

DFAS Rome
US Bank re-designed the billing official statement. The new design no longer shows the accounting data for cardholder accounts.   Accounts should be certified for payment using the CARE website.  However, if you pay your bill by sending the paper statement to the Vendor Pay office in Rome NY, or DFAS San Antonio (5th Army) you must be sure to write the accounting data and date on the bill.  If you have a question about the fund cite please contact your budget office for assistance.  If the funds cite is not added to the bill, DFAS cannot process the payment and the account may become delinquent.

Fort Lewis policy is to pay each monthly statement in full and then resolve issues.  If an issue can not be resolve before the end of the next billing cycle ends (30 days), submit a dispute form.  Remember dispute forms must be submitted within 60 days. 

Past Due Accounts

DA Policy states that any Approving Official account that is over 60 days past due will be suspended automatically until the account is fully paid, to include, interest penalties. The Directorate of Contracting will carefully consider any request to re-instate the account.  To re-instate the account the Unit Commander/Director must submit a written justification to the Director of Contracting explaining why the account should be restated.  Justification must clearly state how the canceled account impacts the Organization's /Command's effectiveness and efficiency, identify date when account(s) will be/was made current, and identify future operational procedures that will preclude re-occurrence.  The justification must be submitted to the Director of Contracting within 10 working days after notification that the accounts were canceled.  

DELINQUENCY/INTEREST PENALTY REPORT: Approving Officials are responsible to ensure your statement is mailed to DFAS within 10 days of receiving your monthly statements.  In order for this program to work efficiently within your organization or directorate, Approving Officials must pay their bills on time.  If your need assistance in reconciling the statements please contact Mrs. Santiago at (253) 966-3485, email at maria.santiago@lewis.army.mil.

PREVENTING ACCOUNT SUSPENSION: Know how to prevent it, here are some helpful hints:
1.  Ensure the billing statement is reconciled correctly prior to submission to DFAS.

2.  The billing statement must be received by DFAS not later than 10 days after the date you receive it.  For manual payment make sure you have stamped or written the date of receipt in the upper right hand corner.  If you do not, then the billing statement date (normally the 23rd of the month) will be used as the date of receipt.

3.  Don't let your billing statement take a detour on the way to DFAS.  If someone insists on this, contact the Agency Primary Coordinate (APC) at DOC.

4. When you receive your billing statement, check with DFAS to ensure payment was made on the previous month's statement. 

5.  If you receive a pre-suspension notice, immediately contact Agency Primary Coordinate (APC) at Directorate of Contracting. The APC will work with the bank and DFAS to determine what the problem is and what corrective action is required.  Do not go to Resource Management on these issues.  They cannot contact the bank to resolve the issue.

TIPS TO AVOID INTEREST

Interest starts accruing 30 days from the date the statement was available to certify on line, so any delays in statement certification will cause penalty interest.  Have an alternate approving official in case you are not available to certify statement.

If you do not have online access to CARE, date stamp the top of the statement.  Interest will start accruing 30 days from the day when Approving Official received the statement (based on the date stamp).  If there is no date stamp DFAS must use the invoice date.

Make sure when certifying in CARE that you reconcile with prior-month billings to ensure all billings have been certified and reflect "certified" status.  If the status is "open” that means it has not been When you receive your hard copy invoice, check the amount balance on the statement.  If the account balance is greater than the current billing activity it's likely that prior month billings have not been paid.  Call the bank to confirm if payment has been made.

APPROVING OFFICIALS, you are solely responsible for ensuring that your monthly statements are paid on time.  Many of you have recently assumed responsibility of an account and may think the account is current and paid in full.  Ensure you communicate with the departing Approving official and discuss in details your accounts and records that must be kept in the office.  Submit departing Memo to DOC prior clearing FT. Lewis area.

3.  Receipts for items purchased must be maintained with copy of the CARE statement documenting purchases in your files for audit/annual oversight review purposes.

CARDHOLDERS are the foundation that keeps this program effective and efficient.  Ensure that your statements are reconciled and transferred to your Approving Officials within 3 workdays of receiving your statements. If you will be gone during the billing cycle, discuss with your Approving Officials the status of all purchase and then the Approving Official can reconcile your statement and ensure timely payment.

UNICOR:  To provide a Heads up on the UNICOR News.  Article titled “Congress ends prison firm’s preference in Defense contracting” in GOV EXEC.com stating that the Defense Department can buy furniture, textiles, and other equipment from private sector firms instead of Federal Prison Industries under legislation passed by Congress.  “DOD guidance is not final and until such time business is to be continued as usual. 
Leaving soon…

Are you planning to depart your unit in the near future?  Ensure you submit your replacement’s application as soon as possible and your replacement attend mandatory purchase card training.  Your account should be transferred to the new Approving Official approximately 30 days prior to your departure; in this way, the new Approving Official can certify the Billing Statements without any discrepancies.  We also recommend this overlap for your cardholders as well. QUESTIONS?  If you have any questions, please contact Mrs. Santiago at (253) 966-3485, email: maria.santiago@lewis.army.mil; or Mrs. Hoffman at 966-3486, email: hoffmanje@lewis.army.mil. 

Ethics Corner

**********************************

Misuse of Position
Executive branch employees must not use their public office for their own or another's private gain.
Employees are not to use their position, title or any authority associated with their office to coerce or induce a benefit for themselves or others.
Employees also are not to use or allow the improper use of nonpublic information to further a private interest, either their own or another's.
Employees may not use Government property for other than authorized purposes. Government property includes office supplies, telephones, computers, copiers and any other property purchased with Government funds.
Employees may not misuse official time. This includes the employee's own time as well as the time of a subordinate.
Reference: 5 C.F.R. § § 2635.701-705.

General Principles

1. Public service is a public trust, requiring employees to place loyalty to the Constitution, the laws and ethical principles above private gain.
2. Employees shall not hold financial interests that conflict with the conscientious performance of duty.
3. Employees shall not engage in financial transactions using nonpublic Government information or allow the improper use of such information to further any private interest.
4. An employee shall not, except as permitted by Subpart B of [the Standards of Conduct], solicit or accept any gift or other item of monetary value from any person or entity seeking official action from, doing business with, or conducting activities regulated by the employee's agency, or whose interests may be substantially affected by the performance or nonperformance of the employee's duties.
5. Employees shall put forth honest effort in the performance of their duties.
6. Employees shall not knowingly make unauthorized commitments or promises of any kind purporting to bind the Government.
7. Employees shall not use public office for private gain.
8. Employees shall act impartially and not give preferential treatment to any private organization or individual.
9. Employees shall protect and conserve Federal property and shall not use it for other than authorized activities.
10. Employees shall not engage in outside employment or activities, including seeking or negotiating for employment, that conflict with official Government duties and responsibilities.
11. Employees shall disclose waste, fraud, abuse, and corruption to appropriate authorities.
12. Employees shall satisfy in good faith their obligations as citizens, including all just financial obligations, especially those--such as Federal, State, or local taxes--that are imposed by law.
13. Employees shall adhere to all laws and regulations that provide equal opportunity for all Americans regardless of race, color, religion, sex, national origin, age, or handicap.
14. Employees shall endeavor to avoid any action creating the appearance that they are violating the law or the ethical standards set forth in [the Standards of Conduct]. Whether particular circumstances create an appearance that the law or these standards have been violated shall be determined from the perspective of a reasonable person with knowledge of the relevant facts.
QUESTIONS?

If you have any questions contact your Program Coordinator Mrs. Maria Santiago at (253) 966-3485 or email: maria.santiago@lewis.army.mil).

Thank you for your support!










