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SUBJECT:  Information Management Division Standard Operating Procedures


DEPARTMENT OF THE ARMY

(your unit/school)

U.S. Army Cadet Command

Fort Lewis, Washington  98433

ATOD-IM







         1 March 2003
MEMORANDUM FOR Commander, Western Region (ROTC), U.S. Army Cadet Command, 





       Fort Lewis, Washington 98433 

SUBJECT:   (your unit/school) Risk Management Review

1.  Reference AR 380-19, Information Systems Security, 27 FEB 98

2.  The enclosed Risk Management Summary (Annex C to the IAS SOP) satisfies the requirement of AR 380-19, para 1-6 and 5-1.  The summary directive may be cited in the appropriate paragraph of the system accreditation document in lieu of completion of a separate Risk Management Review.

3.  Larger systems (i.e., exchange, web, and various network servers) may be exposed to other threats and vulnerabilities.  Recommended changes to the threat list may be forwarded through the Western Region ISSM.

4.  Each organization/unit will keep a copy of the Risk Management Summary on file with accreditation documentation and the Western Region and (your unit/school) IAS SOP.  Each risk assessment may be altered to apply specifically to the unit/section.  The countermeasures may only be increased or supplemented with additional measures as necessary.

5.  POC is the undersigned, (your school) ISSO, 123-4567.
 








ISSO’s Signature Block








(your unit/school) ISSO 
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